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Subpart B—Classification

§2001.10 Classification standards.

Identifying or describing damage to the
national security. Section 1.1(a) of the
Order specifies the conditions that
must be met when making classifica-
tion decisions. Section 1.4 specifies
that information shall not be consid-
ered for classification unless its unau-
thorized disclosure could reasonably be
expected to cause identifiable or de-
scribable damage to the national secu-
rity. There is no requirement, at the
time of the decision, for the original
classification authority to prepare a
written description of such damage.

However, the original classification au-
thority must be able to support the de-
cision in writing, including identifying
or describing the damage, should the
classification decision become the sub-
ject of a challenge or access demand
pursuant to the Order or law.

§2001.11 Original classification au-
thority.

(a) General. Agencies shall establish a
training program for original classi-
fiers in accordance with subpart G of
this part.

(b) Requests for original classification
authority. Agencies not possessing such
authority shall forward requests to the
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